WorkRamp Bug Bounty Program
WorkRamp, Inc. is dedicated to ensuring the security of its platform and services. We recognize the value of external security researchers and encourage the reporting of critical bugs and security vulnerabilities found on WorkRamp’s platform. The submission should be made using the form below.

Sending Your Report:
Submit your report via our “WorkRamp Bug Bounty - Submit Report” form (one issue per report).

This form should be used for all submissions to be investigated for validity, legitimacy, resolution and a reward, if applicable.

Out of Scope:
The following test methods are not authorized and are considered out of scope:

- Network denial of service (DoS or DDoS) tests or other tests that impair access to or damage a system or data
- Physical testing (e.g. office access, open doors, tailgating), social engineering (e.g. phishing, vishing), or any other non-technical vulnerability testing
- Content Injection, unless you can clearly demonstrate a significant risk

Bug Bounty Reward:
Upon validation of your bug submission, the security team will reach out to you with your reward*.

*Please note that duplicate or previously reported bugs will not be rewarded.