
WorkRamp and GDPR

Overview

The European Union's General Data Protection Regulations (GDPR) promote a safe and secure
internet. In accordance with these regulations, WorkRamp prioritizes privacy by design and
endeavors to minimize the collection and storage of personally identifiable information from
our enterprise users. We are committed to transparency and have published details of our
GDPR compliance efforts.

Privacy Notice

WorkRamp's Privacy Notice is regularly updated to reflect how your data is processed and
to clearly outline your rights and access to your data.

Subprocessors

A list of WorkRamp’s subprocessors can be found here.

Data Mapping

WorkRamp has audited and removed non-essential personal data collection from its application
as part of its GDPR compliance efforts, demonstrating its commitment to data minimization and
data mapping principles.

Deletion

An enterprise user has the right to request that we delete all of their personal data, with
cooperation from their account administrator. Users who wish to inquire about the right to
be forgotten can contact us at support@workramp.com.

Portability

An enterprise user can request access to a copy of the personal data that we have collected by
contacting us at support@workramp.com.

Modification

A user can modify their information at any time within their profile view, or through their
account administrator.

Data Processing Addendum (DPA)

Customers may access and request an execution of WorkRamp's Data Processing
Addendum (DPA) at any time, available here.

https://www.workramp.com/about/privacy-notice/
https://drive.google.com/file/d/1xeBASke0Ul0ZAXvJnrveVqLdwa-KOT14/view?usp=sharing
https://www.workramp.com/about/dpa/


If you have questions regarding WorkRamp’s GDPR readiness, please contact:

Email: support@workramp.com
Phone: 888-336-8797
WorkRamp, Inc.
440 N Barranca Ave, #3840
Covina, CA 91723


